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DXFEED SOLUTIONS IE LIMITED, a company incorporated under the laws of Ireland, having its corporate office at: Trinity House, Charleston Road, Ranelagh, Dublin 6, Ireland D06 C8X4, 
registered number 720582 (“We”, “Us”), is committed to protecting personal information You might provide to Us and to complying with applicable privacy requirements in a trustworthy, 
transparent and responsible manner.



This  Privacy Policy (“Policy”) governs the processing of Personal Information of users (“You”) provided whilst and in connection with surfing on 
solutions.dxfeed.com/widgets/  (“Site”) By continuing using our Site You acknowledge that We may collect and process Your Personal Information since it is in our legitimate interest to 
develop and improve our Site, namely by operating and administering Our Site and providing You with content You access as well as all necessary functionality required for Your use of Our 
Site and services, and communicating with You regarding all Your requests.



We reserve the right to change this Policy from time to time as a result of changes required by third party providers, governmental authority, law, regulatory rules or valid subpoena, other 
administrative or legal process or court order. Changes and modifications to this Policy will be effective immediately upon posting of the changes and modifications through the Site, 
except where prohibited by law. If We change this Policy, We will notify You of the changes by updating the effective date at the top of this Policy and, if required by applicable laws, by 
providing You with a notice, which may be sent via email.



 

DATA PROTECTION


A.    COLLECTION AND USE OF YOUR INFORMATION

 

The Personal Data collected during Your Site use includes the following:



We collect information You might be asked to provide, namely

Name
Company
Email
Phone.



We may also automatically collect Personal Data from devices (e.g., mobile, computer, laptop, tablet) used to visit or use Our Site

IP address
Device identifier
Log files
Cookies (for more detailed info, see Cookies)
Clear gifs
Flash LSOs; an
Other information.



We collect and process Personal Data  for the purposes enlisted below

Providing, developing and improving Our Site
Responding to Your demands, requests and inquiries
Notifying You about sufficient changes to this Policy
Complying with legal and/or regulatory requirements and cooperating with regulators and law enforcement bodies
Protecting Our rights, Your rights, and the rights of others, and meeting Our own high standards of business practice
If You are a client to Our Services provision, We may use Your Personal data for additional purposes.



 

B.    HOW WE PROTECT YOUR PERSONAL DATA



We shall

Process the Personal Data in accordance with Data Protection Laws only for the purposes specified above or as otherwise instructed in writing by You, and inform You if any           
instruction contradicts any legal requirements to which We are subject

Keep all Personal Data confidential

Ensure that access to Personal Data shall only be provided to those of Our employees, Affiliate or service providers who need access to such data for the communication with You and 
the performance of the Services

Take adequate technical, organizational and physical security measures to safeguard Personal Data against unauthorized access, destruction, disclosure, transfer, or other improper 
use, inter alia vulnerability scanning, regular Malware Scanning, disaster recovery plan and other business continuity programs implementation

Provide You at Your written request with reasonable access to the Personal Data about You that We hold for You to be able to review and update Your Personal Data 

Promptly notify You of any accidental or unauthorized access, destruction, disclosure, transfer or other improper use of Your Personal Data, after We become aware of any such 
access, destruction, disclosure, transfer or other improper use

Provide You at Your written request with all information necessary to demonstrate that We are in compliance with this section B

Audit the adequacy of Our security measures used to process Personal Data

Upon expiration of 2 (two) years period since last update of Your Personal Data and/or upon Your written request of revocation of Your consent, at Your election, delete or return the 
Personal Data to You, unless it is technically impossible or We are legally obliged to keep Your Personal Data; in this case We delete Your Personal data when this legal obligation is 
fulfilled.




C.    HOW WE SHARE YOUR INFORMATION



From time to time, to the extent permitted by applicable law, We may share Your information with Our Affiliates, Service Providers (e.g. credit card processors, data hosters) and 
authorities in the following circumstances

Affiliates. We may share Your information with our Affiliates for the purposes identified above. To the extent required or permitted by applicable law, by visiting or using Our Site or 
otherwise providing Us with Your information, You consent to this sharing of Your information

Service providers. Service Providers may process Your information (namely Personal Data) when performing functions on Our behalf (e.g., hosting or operating our services). We do 
not authorize these third party service providers to use Your information for purposes other than for which it has been provided, and do not authorize these third parties to disclose 
that information to unauthorized parties. We require these Service Providers to maintain appropriate security to protect Your information from unauthorized access or processing

Authorities. We may disclose Your Personal data to regulatory authorities, courts, and government agencies, where We believe that doing so would be in accordance with or 
permitted or required by any applicable law, regulation or legal process, to defend the interests, rights, and/or property of Us or others, or to respond to emergencies

We shall transfer Your Personal data to entities stated above in the section C and shall ensure that any such transfers of Personal data to third parties will be subject to contractual   
requirements to safeguard Personal Data equivalent to those set out in Section B, and We shall remain liable to You for any breaches caused by third parties and/or Our Affiliate upon  
such transfer. However, third party service providers have separate and independent privacy policies. We therefore have no responsibility or liability for their activities after We have 
done Our best to provide safety for Your Personal data processing

 

D.     YOUR RIGHTS REGARDING YOUR PERSONAL DATA



Data subjects have the following rights, according to Data Protection laws

Right to access personal data
Right to be provided with information about how personal data is processed
Right to have personal data corrected upon request
Right to have personal data erased
Right to object to/restrict how personal data is processed
Right to present claims to the Data Protection Authority in the data subject’s jurisdiction regarding Devexperts’ conduct in this matter. For this purpose, contact:



Data Protection Commission 

21 Fitzwilliam Square South

Dublin 2

D02 RD28

Ireland

T.: (01) 765 01 00

T.: 1800 437 737

or via webfor

Right to data portability.



In case You wish to opt out from certain disclosure of any of Your Personal Data to a third party or choose to limit purposes for which Your Personal Data is collected or used by Us, You 
may do so by contacting us via email at . However, We feel obliged to warn You that Your setting of certain limitations of Your Personal data processing by Us may 
cause Our inability to provide Services and sufficient help to You in its fullest scope.



 

E.    YOUR OBLIGATIONS REGARDING YOUR PERSONAL DATA

 

In relation to all Personal Data provided to Us, You shall ensure that You shall not, by any act or omission, put Us, Our Affiliate, third party service providers in breach of any of the Data 
Protection Laws.



 

F.     INTERNATIONAL TRANSFERS



We are an international company, Our Site and Services are United States-based and are primarily operated and managed on servers located and operated within the United States. In 
order to make Site available to You or to provide appropriate Services to You, We may send and store your Personal Data outside of the country where You reside or are located, including 
to countries that may not or do not provide the same level of protection for Your Personal Data. We are committed to protecting the privacy and confidentiality of Personal Data when it is 
transferred so, in spite of the data protection adequacy level of such countries, We shall only transfer Personal Data to such third party that: (i) has provided satisfactory assurances to 
Us that it will protect the Personal Data in accordance with this Policy and the applicable data protection legislation; and (ii) has a legal or contractual right to require such transfer.



 

G.     TRANSFERS OUTSIDE EEA



If you reside or are located within the EEA and Your Personal Data are to be transferred to a country that is not considered adequate for privacy by the EU Commission, We shall take 
appropriate steps to provide the same level of protection for the processing carried out in any such countries as You would have within the EEA to the extent feasible under applicable 
law and We shall additionally conclude the following agreements with the data receiving organization in such countries: the Standard Contractual Clauses for Controller-to-Controller 
Transfers approved by Commission Implementing Decision (EU) 2021/914 of 4 June 2021 (the “C-to-C Transfer Sections“) or the Standard Contractual Sections for the Transfer of 
Personal Data to Processors Established in Third Countries approved by Commission Implementing Decision (EU) 2021/914. You can find the terms of the C-to-C Transfer Sections and C-
to-P Transfer Sections at the following link:



 

H.    CHILDREN



Our Site is not intended for use by children.




I.      DEFINITIONS



For the purposes of this Policy

  The terms “Controller” “Processor”, “Process(ing)”, each have the meaning given to such terms in the GDPR
 “Personal Data” has the meaning given to it in the GDPR. It is the information collected from Your use of the site, which includes the information that identifies You, and information  

automatically collected from the devices used to access the site. This is listed in detail in Section A of this Policy
  The term “Data Protection Laws” means applicable legislation and regulations relating to the protection of Personal data, (including the GDPR)
  The term “Data Subject” shall mean an individual whose Personal data is at issue
  The term “GDPR” shall mean European Union Regulation 2016/679 and includes any relevant implementing measure in each relevant European state, or any successor legislation   

thereto
  As for Services provision, any capitalized terms not defined in this Section H shall be defined as they are described under the Agreement.  



 

J.     THIRD-PARTY’S SITES



This Site may contain links to other third-party sites (“Third Party Sites”). The Third Party Sites are not under the control of Devexperts, it is not responsible for the content of any such 
sites and their data processing policies. Devexperts provides such links to You only as a convenience, and the inclusion of any link does not imply endorsement Devexperts of the site or 
any association with its operators. Their use of personal information will be governed by their own privacy policies.




K.    AUTOMATED DECISION-MAKING



We do not use automated decision-making while proceeding Your Personal Data or any other similar method that has legal or similarly significant effects on the individual.



 

L.    COOKIES



We collect mainly First-party cookies, which are detailed below, that enable Us to report on visitor interactions on the website, to provide You a better browsing experience and therefore 
a better service. Cookies are small text files which are stored on the browser or hard drive of Your computer or mobile device when You visit a webpage or application. Therefore, they 
provide Us with the information that allows the Site to recognize You and make Your next visit easier, since it enables the Site to remember Your actions and preferences (such as login, 
language, font size and other display preferences) over a period of time, so You do not have to keep re-entering them whenever You come back to the Site or browse from one page to 
another.



How do We use cookies? Our Site uses cookies to remember

Your display preferences, such as contrast colour settings or font size
Your preferences giving You a browsing experience that is unique to You
Your IP address, browser technical characteristics
if You have already expressed Your awareness of Our cookies application on the pop-up notice upon Your Site’s first visit.



What variety of cookies operate on Our site

Necessary Cookies: These cookies are absolutely essential for the Site to function properly. This category only includes cookies that ensures basic functionalities and security 
features of the site. These cookies do not store any personal information

Performance Cookies: we collect data related to the device and browser, and on-site and app activities, in order to measure website activity and report statistics about user 
interaction, to see which pages are most popular and know how visitors typically move around the site, in order to improve the performance of the website. These are used for 
statistical purposes and collect aggregated data, which means the data they collect is anonymous. They do not provide personalized identifiable data

Advertising identifier cookies: advertising cookies are collected, that allow Our advertising partners to use adds throughout Your browsing history. These may be used by those 
companies to build a profile of users interests in order to show relevant adverts (targeting advertising). These cookies may be disabled: if they are not allowed, You will experience 
advertising but it will not be targeted for You.



How to control cookies. You can choose to have Your computer warn You each time a cookie is being sent, or You can choose to turn off all cookies. It is possible through Your browser 
settings. Since each browser is a little different, please, look at Your browser’s Help Menu to learn the correct way to modify Your cookies. If You’d like to delete cookies or instruct Your 
web browser to delete or refuse cookies, please visit the help pages of Your web browser.



Please note, however, that if You delete cookies or refuse to accept them, You might not be able to use some or all of the features We offer. You may not be able to log in, store Your 
preferences, and some of Our pages might not display properly.



Third-party behavioral tracking system. Third-party cookies may be used for third-party behavioral tracking system, but use only anonymized data and third-party behavioral tracking 
system operator cannot identify You directly or indirectly.



We have also not enabled Google AdSense on Our Site.



 

M.   CONTACTS



If You wish to use any of Your rights stated above or You have any questions or complaints with regards to this Policy or Our data processing, please contact Us at privacy@dxfeed.com.  
You may also contact Us in Our offices, identified at the header of this Policy.

https://solutions.dxfeed.com/widgets
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